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This document describes how SonicOS is integrated with Microsoft Azure, a cloud computing platform and infrastructure created by Microsoft. Such integration allows the site-to-site configuration of a Virtual Private Network (VPN) between a next-generation SonicWall firewall and Microsoft Azure.
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Requirements

You need the following subscriptions and hardware to configure a tunnel interface VPN:
- Azure valid subscription
- SonicWall NGFW running SonicOS 6.2.5 and above
- Valid Public IP Address at on premise side

Networks

The following networks are used for demonstration purposes in this guide. Your networks may be different.

Azure Side Resources
- Gateway subnet: 10.10.1.0/24
- LAN subnet: 10.10.2.0/24

SonicWall Side Resources
- LAN subnet: 192.168.168.0/24
- Public routable WAN IP address
Azure VPN Gateway

SonicOS on-premises networks can securely connect to Microsoft Azure through the Azure VPN Gateway service. The connection is safe using the industry-standard protocols Internet Protocol Security (IPsec) and Internet Key Exchange (IKE). Refer to this Microsoft Azure VPN Gateway article to learn more about the product.

Azure Configuration

2. Navigate to Virtual networks and click Add to create a new network scheme.
3. In this scenario the following network has been defined. Once filled out, click Create Virtual network.
   - Name: VNET-01
   - Address space: 10.10.0.0/16
   - Subnet name: LAN
   - Subnet address range: 10.10.2.0/24

4. Next, define the gateway network inside of the virtual network created. In this case the virtual network is VNET-01. Click VNET-01, select Subnets | Gateway Subnet. Define the gateway subnet (in this case 10.10.1.0/24) and click Create.
5 Create a virtual network gateway. In the search bar at the top of the page type *gateway*. Select Virtual network gateways:
6. Create a new virtual network gateway. Give the gateway a name and define the **VPN** type. Select gateway type **VPN** and VPN type **Route-based**. Select the virtual network VNET-01 and create a new public IP address. Use this public IP address later while configuring the VPN on the SonicWall. Click **Create**.

**NOTE:** Provisioning a virtual network gateway may take up to 45 minutes.

7. Click on the newly created virtual network gateway. Select **Connections** | **Add**.

8. Give the connection a name. Under connection type select **Site-to-site (IPsec)**. Create a new local network gateway. This is the public IP of the SonicWall and the local network. The local network of the SonicWall is the default SonicWall subnet 192.168.168.0/24.

9. Provide a secure shared key. This is also used on the SonicWall. Click **OK**.
10 Grab the public IP of Azure and use it in the SonicWall. Navigate to Dashboard and select the Public IP address resource. Take a note of the public IP for the next steps.
SonicWall Configuration

1. Log into the SonicWall NGFW.
2. Navigate to MANAGE | Connectivity | VPN > Base Settings.
3. Under VPN Policies, click ADD to create a new VPN policy.
4. Give the VPN policy a name. Use the following settings:
   - **Policy Type**: Tunnel Interface
   - **Authentication Method**: IKE using Preshared Secret
   - Next click the **Proposals** tab.

5. Under Proposals select:
   - Under **IKE (Phase 1) Proposal** select:
     - **Exchange**: IKEv2 Mode
     - **DH Group**: Group 2,
     - **Encryption**: AES-256
     - **Authentication**: SHA1
     - **Life Time (seconds)**: 28800
   - Under **Ipsec (Phase 2) Proposal** select:
     - **Protocol**: ESP
     - **Encryption**: 3DES
     - **Authentication**: SHA1
     - **Life Time (seconds)**: 27000
6 **Under Advanced > Advanced Settings, select:**
   - Enable Keep Alive.
   - Deselect Enable Windows Networking (NetBIOS) Broadcast.
   - Under IKEv2 Settings, select **Do not send trigger packet during IKE SA negotiation.**

7 **Navigate to Manage | System Setup | Network > Routing.**

8 **Select Route Policies and click Add.**
9 Under Route Policy Settings, create a new policy.

10 Set the destination for the Azure Network and select the Azure interface.

It takes 5-7 minutes for the VPN policy to come up. Once the VPN policy is up you see a green indicator and a new entry under Currently Active VPN Tunnels.

11 Click OK.
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Tutorial: Create and manage a VPN gateway using PowerShell
SonicWall Support

Technical support is available to customers who have purchased SonicWall products with a valid maintenance contract and to customers who have trial versions.

The Support Portal provides self-help tools you can use to solve problems quickly and independently, 24 hours a day, 365 days a year. To access the Support Portal, go to https://www.sonicwall.com/support.

The Support Portal enables you to:

- View knowledge base articles and technical documentation
- View video tutorials
- Access MySonicWall
- Learn about SonicWall professional services
- Review SonicWall Support services and warranty information
- Register for training and certification
- Request technical support or customer service

To contact SonicWall Support, visit https://www.sonicwall.com/support/contact-support.
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