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Introduction

This case study of RedZone Technologies is based on a December 2019 survey of SonicWall Cloud App Security customers by TechValidate, a 3rd-party research service.

"Adding the multi-engine sandboxes directly to the cloud apps, and therefore uncontrolled endpoints, has been critical," says James Crifasi, COO and CTO, RedZone Technologies. "It works solidly, and the account takeover function is well-balanced by the AV."

Challenges

The organization had tried Proofpoint, Barracuda, Mimecast and Microsoft email security solutions, as well as Proofpoint CASB and Microsoft Cloud App Security SaaS application prior to selecting SonicWall Cloud App Security (CAS).

The challenge that most influenced their decision to deploy SonicWall Cloud App Security was account takeover (ATO) attacks.

Use Case

Key features and functionalities of SonicWall Cloud App Security that were important in selecting SonicWall Cloud App Security included:

- Unified solution to protect SaaS email and/or data within SaaS apps
- Ability to extend security to the cloud
- AI/ML-driven, next-generation security protections
- Data protection for SaaS apps such as OneDrive, SharePoint, Box or Dropbox
- Integration with SonicWall Capture Advanced Threat Protection (ATP) sandbox
- Capture Security Center as a 'single pane of glass' to manage multiple SonicWall products

Results

Crifasi is very satisfied with his experience using SonicWall Cloud App Security (CAS) and finds it the best security value.

"SonicWall Cloud App Security is meeting or exceeding my performance and security expectations."
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About SonicWall Cloud App Security

SonicWall has been fighting the cybercriminal industry for over 28 years defending small and medium businesses, enterprises and government agencies worldwide. Backed by research from SonicWall Capture Labs, our award-winning, real-time breach detection and prevention solutions secure more than a million networks, and their emails, applications and data, in over 215 countries and territories. These organizations run more effectively and fear less about security.
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